**ПАМЯТКА: «ПРАВИЛА ОБЩЕНИЯ И ПОВЕДЕНИЯ В СОЦИАЛЬНЫХ СЕТЯХ»**

Все мы пользуемся социальными сетями. Кто-то больше, кто-то меньше. Но всё же виртуальное общение постепенно проникает в нашу реальную жизнь. И как в реальной жизни, в социальных сетях мы общаемся, знакомимся, делимся впечатлениями и думаем, что знаем как правильно там себя вести. Нас с детства учат как правильно себя вести в обществе, чтобы о нас сложилось хорошее впечатление. Но никто не учит нас как правильно себя вести в социальных сетях. Чтобы в дальнейшем не наделать ошибок и иметь представление о правилах приличия в социальных сетях, предлагаем ознакомиться со списком правил этикета в социальных сетях.

В целом правила общения в социальных сетях подобны обычным правилам общения в общественном месте или на улице. Многие пользователи из-за особенностей общения в интернете забывают об элементарных правилах хорошего тона и личной безопасности.

Нужно помнить, что профиль может просматривать практически кто угодно, и с любыми намерениями, поэтому необходимо придерживаться определенного кодекса пользователя социальных сетей, и тогда общение на социальных сетях пойдет только на пользу и принесет положительные эмоции. Далее рассмотрим правила общения.

**Правило общения №1**

**«Ваше настоящее имя»**

Регистрируясь в популярной социальной сети, следуйте правилам, которые установлены для пользователей – регистрируйтесь под своим настоящим именем (об этом просят Facebook, Вконтакте и многие другие сети). Никогда не сообщайте незнакомым или малознакомым людям свой номер телефона и адрес проживания.

**Правило общения №2**

**«Аватар, личные фото и видео»**

Можно выложить качественное и красивое фото или подобрать красивый аватар. Но не стоит использовать неприятные или непристойные картинки, так как этим вы не только оскорбляете других пользователей, но и даете понять, что вы несерьезный и невоспитанный человек.

Перед тем как выложить любые фото и видеоматериалы в сеть, обязательно задумайтесь, что будет, если их увидит ваша мама, папа, друзья, преподаватели, в общем, весь ваш круг общения. Помните — социальные сети место встреч абсолютно разных людей, всех возрастов, различных профессий, с самыми разными интересами и намерениями.

**Старайтесь не перебрать с откровенностью.** Дело в том, что в социальных сетях много мошенников, поэтому нужно соблюдать правила безопасного поведения в социальных сетях. Не пересылайте фотографии новым знакомым. Это можно делать только после того, как вы познакомитесь лично и лучше узнаете друг друга.

**Не отмечайтесь на всех фотографиях**. Просмотрите кадры, на которых предлагают вам отметиться. Выбирайте те фотографии, на которых отсутствует компромат, например, кадры с алкоголем или сигаретами. Вежливо попросите удалить такие фотографии, да и сами не размещайте фотографии с другими людьми без их ведома и согласия.

**Правило общения №3**

**«Текстовые сообщения и подобная информация»**

У всех нас бывают самые разные настроения и состояния. Помните, что вы не знаете, кто именно просматривает ваш профиль или, кто скрывается за незнакомыми Никами или даже вполне обыденной фотографией и именем Витя Морковкин. **Поэтому открывать личные записи стоит только тем, в ком вы действительно уверены.**

Обязательно учитывайте то, что любые материалы в сети легко скопировать и продемонстрировать их тому, кто не должен их видеть. Из уважения к своим читателям и друзьям **старайтесь писать позитивные вещи**, это привлечет к вам людей и подымет всем настроение.

**Избегайте слов и предложений, написанных заглавными буквами**. Слово, предложение, состоящее только из заглавных букв, подсознательно воспринимается человеком, как повышение голоса.

**Всегда будьте грамотны**.  В реальной жизни человека оценивают по внешнему виду, а в виртуальном мире, первое впечатление складывается по тому, как вы пишите. Во время общение не забывайте ставить знаки препинания, излагайте свои мысли кратко и недвусмысленно, чтобы они были всегда понятны, да и попросту следите за грамматикой. Во время переписки не спешите написать предложение, так как вы рискуете понаделать кучу ненужных ошибок.

**Исключите ненормативную лексику**. Как и в случаи с реальным общением, ненормативная лексика будет восприниматься негативно и в общении в интернете.

Всегда **благодарите собеседника** за уделенное вам время и предоставленную вам информацию.

**Правило общения №4**

**«Предложения о дружбе»**

**Посылая или принимая предложение о дружбе, соблюдайте**[**вежливость**](https://pandia.ru/text/category/vezhlivostmz/). Если вы получили предложение от незнакомого человека, просмотрите его профиль, быть может, вы были знакомы давно или пересекались по работе, учебе или бизнесу. Предложение о дружбе довольно часто значит лишь то, что вы и ваши посты или фото просто интересны этому пользователю. Ознакомившись с профилем, пославшего предложение о дружбе вы вправе принять или не принять предложения, но в любом случае делайте это по возможности вежливо.

**Не поддавайтесь на предложения и не ходите на личные встречи с малознакомыми людьми.** Сообщайте о таких предложениях родителям.

**Правило общения №5**

**«Страницы и группы»**

Не стоит добавлять других пользователей в группы, не согласовав это с ними предварительно. Понравится ли вам подобное отношение к себе? Золотое правило реальности: «Относить к окружающим так, как к самому себе», работает и в интернете.

**Правило общения №6**

**«Спаму – нет!»**

Общаясь в социальных сетях, не стоит заниматься рассылкой каких-либо материалов всем участникам. Не забывайте, что сообщения получают абсолютно все, кто в данный момент находится в чате, а это им совсем не нужно, да и вам тоже.

**Правило общения №7**

**«Не полагайтесь на настройки конфиденциальности**»

Как бы прилежно вы ни пытались защитить свои личные данные в социальных сетях, лучше всего привыкнуть к мысли о том, что вся опубликованная вами информация может стать известной вашим родителям, руководству школы и незнакомым людям. Полагайтесь на свое благоразумие.

**Никогда не оставляйте на незнакомых сайтах, а также по чьей-то просьбе логин и пароль ваших страничек.**

**Ограничьте вашу персональную информацию**. В социальной сети вовсе не обязательно выкладывать свой адрес и номер телефона. Эту информацию можно сообщить уже в разговоре, если она понадобится. Размещенная в открытом доступе персональная информация о вас грозит неприятностями для вас со стороны других людей.

**Правило общения №8**

**«Споры и конфликты»**

Вступая в дискуссию с другим человеком, критикуйте аргументы, а не его самого. Всегда обосновывайте ваше мнение, опирайтесь на реальные факты.**Не реагируйте на грубости в твой адрес, не грубите сами.**

Это основные правила общения и поведения в социальных сетях. Соблюдайте их, и вы всегда будете себя комфортно чувствовать на просторах интернета. Да и вообще, старайтесь назначать личные встречи взамен общения с людьми в социальных сетях.

**Общение в социальных сетях должно быть легким и приятным,**

**создавать хорошее настроение общающимся.**

**Памятка для родителей**

**«Помощь детям в безопасном использовании социальных сетей»**

Все мы пользуемся социальными сетями. Кто-то больше, кто-то меньше. Но виртуальное общение постепенно проникает в нашу реальную жизнь. И как в реальной жизни, в социальных сетях мы общаемся, знакомимся, делимся впечатлениями и думаем, что знаем как правильно там себя вести. Нас с детства учат как правильно себя вести в обществе, чтобы о нас сложилось хорошее впечатление. Но никто не учит нас и наших детей как правильно себя вести в социальных сетях.

Дети используют социальные сети для общения с лицами, которые могут проживать на другом конце земного шара, или со своими знакомыми, с которыми они каждый день видятся в школе.

Чтобы в дальнейшем не наделать ошибок и иметь представление о правилах поведения в социальных сетях, предлагаем ознакомиться с советами, которые помогут нашим детям безопасно пользоваться сайтами социальных сетей.

1. **Беседуйте с детьми по поводу их общения в социальных сетях.**Просите детей рассказывать вам, если им встретится в Интернете то, что вызывает у них беспокойство, неудобство или страх. Сохраняйте спокойствие и убедите детей, что вам можно рассказывать о таких вещах. Дайте детям понять, что вы поможете им успешно разрешить сложившуюся ситуацию.
2. **Определите правила работы в Интернете.**Как только ваши дети станут самостоятельно пользоваться Интернетом, установите правила пользования Интернетом. В этих правилах должно быть определено, могут ли ваши дети использовать сайты социальных сетей и каким образом.
3. **Убедитесь в том, что ваши дети соблюдают возрастные ограничения.**Рекомендуемый возраст для регистрации на сайтах социальных сетей обычно составляет 13 и более лет. Если ваши дети не достигли этого возраста, не разрешайте им пользоваться данными сайтами. Вы не должны полностью полагаться на сами службы, чтобы не допустить регистрацию ваших детей на этих сайтах.
4. **Учитесь.**Оцените сайты, которые планирует использовать ваш ребенок, и убедитесь, что вы и ваш ребенок понимают политику конфиденциальности и правила поведения. Узнайте, существует ли на сайте контроль над публикуемым содержимым. Кроме того, периодически просматривайте страницу вашего ребенка.
5. **Научите своих детей никогда лично не встречаться с теми, с кем они общались только по сети.**Дети подвергаются реальной опасности во время личной встречи с незнакомыми людьми, с которыми они общались только по сети. Иногда бывает недостаточно просто сказать детям, чтобы они не разговаривали с незнакомыми людьми, поскольку дети могут не считать незнакомым человека, с которым они «встречались» в сети.
6. **Попросите детей общаться только с теми людьми, которых они уже знают.**Вы можете помочь защитить ваших детей, попросив их использовать данные сайты для общения с друзьями и никогда не общаться с теми, с кем они лично не встречались.
7. **Убедитесь в том, что ваши дети не указывают свои полные имена.**Научите своего ребенка указывать только свое имя или псевдоним и ни в коем случае не использовать псевдонимы, которые могли бы привлечь нежелательное внимание. Кроме того, не разрешайте своим детям публиковать полные имена своих друзей.
8. **Будьте осторожны, если ваши дети предоставляют информацию, по которой их можно идентифицировать,**например школьное животное-талисман, рабочее место или город проживания. Если указано слишком много информации, ваши дети могут подвергаться киберугрозам, атакам со стороны интернет-преступников, интернет-мошенников или краже личных данных.
9. **Постарайтесь выбрать сайт, который позволяет защитить вашу страницу**с помощью пароля или другим способом, чтобы ограничить круг посетителей, разрешив его только тем лицам, которых знает ваш ребенок.
10. **Следите за деталями на фотографиях.**Объясните детям, что фотографии могут раскрывать много личной информации. Попросите детей не публиковать фотографии себя или своих друзей, на которых имеются четко идентифицируемые данные, такие как названия улиц, государственные номера автомобилей или название школы на одежде.
11. **Предостерегите своего ребенка относительно выражения своих эмоций перед незнакомцами.**Вероятно, вы уже предупреждали своих детей не общаться с незнакомыми людьми напрямую по сети. Однако дети используют сайты социальных сетей для написания журналов и стихотворений, в которых часто выражают сильные чувства. Объясните детям, что написанное ими сможет прочесть любой, кто имеет доступ в Интернет, и похитители часто ищут эмоционально уязвимых детей.
12. **Расскажите детям об интернет-угрозах**. Как только ваши дети станут достаточно взрослыми для использования сайтов социальных сетей, расскажите им о киберугрозах. Расскажите детям, что если у них возникнет ощущение, что им угрожают через Интернет, то им сразу же следует сообщить об этом родителям, учителю или другому взрослому человеку, которому они доверяют. Кроме того, очень важно научить детей общаться по сети точно так же, как они общаются лично. Попросите детей относиться к другим людям так же, как они хотели бы, чтобы относились к ним самим.
13. **Удаление страницы вашего ребенка**. Если ваши дети отказываются соблюдать установленные вами правила для защиты их безопасности, и вы безуспешно пытались помочь им изменить свое поведение, можно обратиться на веб-сайт социальной сети, которую использует ваш ребенок, с просьбой удалить его страницу. Можно также обратить внимание на средства фильтрации интернет-содержимого в качестве дополнения и ни в коем случае не замены для контроля со стороны родителей.